Сотрудники ОМВД России по Ташлинскому району информируют!!!!

Телефонное мошенничество с каждым годом становится все более распространенным.   
Все мы регулярно получаем СМС от банков, и в большинстве случаев это отчеты о совершённых операциях. Аферисты копируют такие сообщения и устраивают свою рассылку. Причем зачастую делают это через мессенджеры (хотя банки отправляют обычные СМС). Однако, когда человек видит на экране крупную сумму, которая сейчас якобы будет списана с его счета, он может растеряться и не заметить подвоха. В сообщении, как правило, указывают номер, по которому следует позвонить, чтобы сохранить свои деньги. Правда, не уточняют, что звонок на этот телефон — платный.   
Кроме того, мошенники часто представляются сотрудниками банка, когда хотят выведать номер пластиковой карты и трехзначный код на обратной стороне. Вам могут позвонить с просьбой подтвердить перевод средств. Вы, естественно, этого не делали, о чем и сообщаете звонящему. В ответ преступник заявляет, что необходимо заполнить протокол безопасности, в который входят в том числе конфиденциальные сведения. Интересно, что, если попросить «сотрудника банка» назвать номер карты, с которой якобы происходит списание, он не сможет этого сделать. Еще один из способов выудить деньги от имени банка: приходит сообщение о том, что кто-то просит перевести средства ему на карту. С интересной припиской: либо потерпевший должен отправить код подтверждения, либо платеж будет произведен автоматически через некоторое время. В безвыходной ситуации человек начинает паниковать.   
Как раз в этот момент и звонит подставной «сотрудник банка». Он объясняет, что только что была попытка мошенничества, но потерю денег можно предотвратить. Для этого нужно всего лишь отправить сообщение с кодом, присланном в письме, и подписать: «отмена перевода». Когда жертва сделает это, деньги со счета улетучатся, как и сам звонящий.   
Каким бы образом мошенники ни пытались похитить деньги, есть несколько общих рекомендаций. Не открывайте подозрительные документы, которые пересылают вам в том числе знакомые люди (нет гарантии, что их аккаунт не взломан). Всегда проверяйте, правильно ли написан адрес сайта, на котором вы собираетесь оставить свои контакты или совершить платеж. Никому не разглашайте личную информацию о себе и близких (особенно по телефону) и, конечно, не называйте пароли, необходимые для совершения финансовых операций.